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Different Data-Structures
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Applying Keyword Searches

Next Step: Data Red




Artificial Intelligence in Data Reduction
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Data Cluster Wheel

Alternative to Keywords — browsing through data clusters
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Emotive Tone Analysis
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Data Extraction
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2 Different Data-Structures
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28 Process Mining System
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Process Mining System

Variation 1 : Variation 11
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Post goods receipt

» Invoice created by supplier

Post goods receipt
Post invoice

Post invoice
Payment run (invoice settlement)

Payment run (invoice settiement)

Post bankstatement (manual) W
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Process Mining System
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28l Structured Data Analytics

TP: 135
TN: 202
FP: 3
FN: 131
Big Fraud

Precision: . Fraud
Success Rate:
B Not Fraud

Probability: True Not Fraud
Probability: False Fraud
Probability: False Not Fraud
Probability: True Fraud
Probability Threshold

P15: not Fraud

P15: Fraud

0.4 0.6
Probability of Fraud

v
N
Q
o

v
-
(=
(=]

TN: 202

o S
3 =
Fraud [CHF x1000]

©
= ]
o]
.
w
“—
o
>0
x
o
©
o
o
—
a. 0.

: Precision: 0.98
Success rate: 0.51

. s
. .

MU L I

\ .
»% %, .«ao. -
0.0 P
TransaCUOn Nr.




EY

Artificial Intelligence
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28l Structured Data Analytics

o Vendor and material analytics

0 Transactions with high fraud risk Designed to trace abnormal purchase price for
A dashboard highlighting those transactions \2?}:255’ Sl vereers expRatlie P

having the highest fraud risks. The dashboard
can be used in a continuous monitoring fashion.

0 Predict

Machine Learning algorithm predicts the potentially
0 Unusual transactions fraudulent transactions.

Follow the process paths for the
unusual transactions in order to find
root causes and design adequate

controls.
0 Uncompliant Transactions

Generate a report of only the
high risk transactions which
aren’t compliant with the tests.



